# Nov-10-2015

# Brewhouse

1. WordPress version 4.2.5 (Need to be update version to the latest 4.3.1)
2. **All In One WP Security** has been installed for security.

**User Security**

**User Login/Registration**

**(No need to check for further security all are green. )**

**Database Security**

**Blacklist Manager**

**Spam Prevention etc.**

1. Anti malware plugin has been installed.

Report:- no malicious scripts found.

1. No installed plugins have known vulnerabilities in the installed versions.

New version of the below plugins is available, we can update this plugin

|  |  |  |
| --- | --- | --- |
| Plugin | Current Version | Available Version |
| **All In One WP Security** | v3.9.6 | 4.0.1. |
| **Anti-Malware and Brute-Force Security by ELI** | 4.15.23 | 4.15.42. |
| **Contact Form 7** | 4.2 | 4.3. |
| **Force Regenerate Thumbnails** | 2.0.3 | 2.0.5. |
| **Intuitive Custom Post Order** | 2.0.8 | 3.0.7. |
| **Plugin Vulnerabilities** | 1.0.24 | 1.0.34. |
| **User Switching** | 0.8.8 | 1.0.8. |
| **WP Migrate DB Pro** | 1.3.2 | 1.5.2. |
| **WP Migrate DB Pro Media Files** | 1.1.1 | 1.4. |

There are 4 inactive plugins.
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